Purpose:
Bullying in any form is unacceptable. Bullying that is carried out through an internet service, such as email, chat room, online games, discussion group, instant messaging or through mobile phone technologies such as short messaging service (SMS) is cyber bullying. Cyber bullying will not be tolerated at any level, and consequences exist for individuals who choose to cyber bully others.

Definition:
A person is bullied when one or more people expose them regularly and over time to negative or harmful actions. Bullies are people who deliberately and intentionally set out to intimidate, exclude, threaten and/or hurt others repeatedly. People who use the internet, email, intranet, phones or similar technologies to bully others are cyber bullies and are breaking the law.

Aims:
• To educate and reinforce to the school community what cyber bullying is and the fact that it is unacceptable.
• To enable everyone in the school community to be alert to signs and evidence of cyber bullying and to be aware that they have a responsibility to report it to staff, whether as an observer or victim.
• To ensure that all reported incidents of cyber bullying are investigated appropriately and that support is given to both victims and perpetrators.
• To seek parental and peer group support and cooperation at all times.

Implementation:
Teachers, students, parents will be made aware of the school's position on cyber bullying. Teachers will be regularly reminded of their duty of care regarding protection of students from all forms of bullying. There is no single solution to the problem of cyber bullying.

Listed below are 5 areas that our school community needs to address together to put in place and maintain a comprehensive and effective prevention plan.
1) Understanding and talking about cyber bullying
2) Reviewing and updating existing policies and practices regularly
3) Making the reporting of cyber bullying easy for students
4) Promoting the positive use of technology
5) Evaluating the impact of prevention activities

The school will adopt a three phase approach to cyber bullying:

1. Primary Prevention:
   • Professional learning for staff relating to all forms of cyber bullying.
     o Educate the school community about the seriousness of cyber bullying, its impact on those being bullied and how this behaviour is unacceptable
     o Provide programs that promote resilience, life and social skills, assertiveness, conflict resolution and problem solving.
     o Each classroom teacher to clarify with students at the start of each year the school policy on cyber bullying and ensure that Acceptable Use Agreement forms are explained and signed by students and parents.
     o Processes to be put in place to ensure tracking of student activity on the school’s computer equipment and network. Proxy settings and firewalls will be maintained and updated to eliminate outside activity into the school’s network and intranet.
     o The use of mobile phones by students at school will be restricted, with consequences to be implemented for any students who use mobile phones inappropriately.
     o The curriculum to include anti bullying, including cyber bullying messages and strategies according to the school's Code of Conduct.
o Encourage children and staff to report cyber bullying incidents involving themselves or others.
o School staff and students are to be reminded regularly to report incidents of cyber bullying.
o Regular monitoring of student’s activity on school’s computer networks to identify potential problems.
o Parents are encouraged to contact the school if they become aware of a problem.

2. Intervention:
• Classroom teachers are primarily responsible for students in their classrooms and will seek support from the Assistant Principal if needed.
• Once identified each bully, victim and witnesses will be spoken with, and all incidents or allegations of cyber bullying will be fully investigated and documented.
• Parents to be contacted and where appropriate other agencies.
• Both cyber bullies and victims will be offered counselling and support.

3. Post Violation:
• Consequences for students will be in accordance with the Acceptable Use Agreement and the school’s Code of Conduct.
• Provide support structures as necessary.
• Ongoing monitoring of identified cyber bullies.

Evaluation
This policy will be reviewed as part of the school’s three year review cycle.